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Building IT Framework

In 2019, the Bank forged ahead with the upgrading of
Fintech and the building of IT framework. In an effort to
give stronger support to its business operation, the Bank
further improved the application and management of
technology, enhanced the performance of IT, intensified
network security and ensured the smooth operation of its
business system.

Adapting to the new trend of Fintech, the Bank acted on
the philosophy of putting customer first, taking enterprise
architecture as the core, and pursuing coordinated
development of business and IT. It took the initiative to
learn from and cooperate with others to form its own IT
blueprint, which is well designed, tailor-made, independent
and controllable. Starting from the institutional framework,
a business model integrating products, process, data and
user experience was formed via standardized, structured
and modular means. That had injected strong impetus to
the Bank in its effort to better perform its function.

The Bank enhanced its technology governance by putting
in place a full life-cycle management system and an
application configuration system, as well as a quality
management system for development and testing. Software
development was advanced, and the quality of products
delivered was steadily improved. Great efforts were
also made to promote the data governance system by
implementing the data architecture plan, optimizing the
data management platform and enhancing the quality of
data management.

The technology support to the Bank’s business operation
was strengthened. The Bank upgraded its application
system and made sure that quick and strong technology
support can be provided to monitor abnormal behaviors
and other problems.

A financial service platform was built for small and micro
businesses. Independent and controllable innovative
practices were carried out throughout the process from
user demand gathering to system architecture design,
in an effort to build a financial service system based on
multi-source big data and the new data-driven architecture
and form an online, automatic and smart financial service
platform for small and micro businesses.

The Bank optimized the fault-handling, modification and
application procedures and made analysis on production
incidents on a regular basis, thus enabling itself to handle
faults in a more effective way and achieve better automatic
operation and maintenance of business. The centralized
management of batch tasks was also realized.

Fresh headway was made in building data centers. The
Bank endeavored to make its new data centers green,
efficient, safe and controllable, so as to meet the IT
system’s needs for data. The Bank made an overall green
architecture with three data centers deployed in two cities
and a highly efficient IT architecture, and it aims to set
up a safe, smart and unified operation and maintenance
mechanism.

The Bank consolidated network security by team building,
classified protection, overall planning and the protection
of facilities and equipment. Efforts were made to forestall
network security risks such as screening and rectification of
system bugs and exposure of Internet assets. As a result,
the information security system was further improved.



